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ABSTRACT

“Crimeware” is software that performs illegal actions, unanticipated by a victim running

the software, that are intended to yield financial or other benefits to the attacker.

Crimeware is a ubiquitous fact of life in modern online interactions. It is distributed via

a wide variety of mechanisms, and attacks are proliferating rapidly. For example, in the

month of May 2006, at least 215 unique keyloggers—just one type of crimeware—were

observed in the wild. Once installed, crimeware benefits the attacker in many ways,

including theft of stored confidential data, denial-of-service extortion, spamming, click

fraud, and aggregation of compromised information for further criminal activity. The

installation and operation of crimeware and the varieties of countermeasures deployed

suggest similarities of information flow and potential chokepoints.

KEYWORDS:



 

https://www.tandfonline.com/
https://www.tandfonline.com/action/showPublications?pubType=journal
https://www.tandfonline.com/subjects/computer-science
https://www.tandfonline.com/journals/udfp20
https://www.tandfonline.com/loi/udfp20
https://www.tandfonline.com/toc/udfp20/1/3
https://www.tandfonline.com/toc/udfp20/1/3
https://www.tandfonline.com/journals/udfp20
https://www.tandfonline.com/author/Emigh%2C+Aaron
https://doi.org/10.1080/15567280601049985
https://www.tandfonline.com/action/clickThrough?id=5928&url=%2Fr%2Fsubjectsample-computerscience&loc=%2Fdoi%2Fabs%2F10.1080%2F15567280601049985&pubId=40954826&placeholderId=1074&productId=1829
https://www.tandfonline.com/doi/full/10.1080/15567280601049985?scroll=top&needAccess=true
https://www.tandfonline.com/doi/figure/10.1080/15567280601049985?scroll=top&needAccess=true
https://www.tandfonline.com/doi/ref/10.1080/15567280601049985?scroll=top
https://www.tandfonline.com/doi/citedby/10.1080/15567280601049985?scroll=top&needAccess=true
https://www.tandfonline.com/doi/metrics/10.1080/15567280601049985?scroll=top
https://www.tandfonline.com/doi/permissions/10.1080/15567280601049985?scroll=top
https://www.tandfonline.com/doi/abs/10.1080/15567280601049985
https://www.addtoany.com/share#url=https%3A%2F%2Fwww.tandfonline.com%2Fdoi%2Fabs%2F10.1080%2F15567280601049985&title=The%20Crimeware%20Landscape%3A%20Malware%2C%20Phishing%2C%20Identity%20Theft%20and%20Beyond%3A%20Journal%20of%20Digital%20Forensic%20Practice%3A%20Vol%201%2C%20No%203
https://www.tandfonline.com/
https://www.tandfonline.com/action/showCart?FlowID=1


botnet click fraud crimeware DNS poisoning online fraud hijacking identity theft keylogger

malware pharming phishing piggybacking ransomware rootkit screenlogger

transaction generator Trojan virus

Notes
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